


























AMENDMENT TO H.R. 3318 

OFFERED BY MR. CORREA OF CALIFORNIA 

In section 2, insert after subsection (a) the fol-

lowing: 

(b) MEMBERSHIP.—The task force established under 1

subsection (a) shall be comprised of employees of the De-2

partment of Homeland Security who, in carrying out the 3

analysis required under such subsection, shall consult with 4

the Director of National Intelligence and the intelligence 5

community and the heads of Federal agencies, as deter-6

mined appropriate by the Administrator. 7

(c) DEADLINE.—Not later than 270 days after the 8

Administrator establishes the task force under subsection 9

(a), the task force shall submit to the Administrator the 10

analysis required under such subsection. 11

Page 3, line 3, insert ‘‘, including attacks against 

Transportation Security Administration employees and 

other security personnel’’ after ‘‘systems’’. 

Page 3, line 4, strike ‘‘Inconsistent’’ and insert 

‘‘Foreign actors seeking to exploit vulnerabilities posed by 

the inconsistent’’. 
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Page 4, line 20, insert ‘‘, timeliness,’’ after ‘‘qual-

ity’’. 

In section 2, add at the end the following: 

(h) NON-APPLICABILITY OF FACA AND PRA.—The 1

Federal Advisory Committee Act (5 U.S.C. App.) and the 2

Paperwork Reduction Act (44 U.S.C. 3501 et seq.) shall 3

not apply to the task force established under subsection 4

(a). 5

◊ 
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AMENDMENT TO H.R. 3318 

OFFERED BY MS. JACKSON LEE OF TEXAS 

Add at the end the following: 

SEC. 3. COMPTROLLER GENERAL STUDY. 1

(a) IN GENERAL.—Not later than one year after the 2

date of the enactment of this Act, the Comptroller General 3

of the United States shall conduct a review of the feasi-4

bility, risks, costs, and potential threat mitigation benefits 5

of the Transportation Security Administration deploying 6

the agency’s passenger and property screening assets to 7

conduct screening in areas or facilities prior to passenger 8

arrival at airport terminals. 9

(b) STAKEHOLDER ENGAGEMENT.—In conducting 10

the review required under subsection (a), the Comptroller 11

General of the United States shall consult with the Trans-12

portation Security Administration, airport operators, air 13

carriers, businesses that operate in airports, labor groups 14

representing the Transportation Security Administration 15

and transportation sector personnel, and other stake-16

holders. 17

◊ 
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AMENDMENT TO H.R. 3320 

OFFERED BY MS. JACKSON LEE OF TEXAS 

Page 3, line 2, insert ‘‘including the national risk 

management center at the Cybersecurity and Infrastruc-

ture Security Agency,’’ after ‘‘tity’’. 

Add at the end the following: 

SEC. 3. REPORT ON THREATS POSED BY FOREIGN STATE- 1

OWNED ENTITIES TO DHS INFORMATION 2

TECHNOLOGY AND COMMUNICATIONS SYS-3

TEMS. 4

Not later than 180 days after the date of the enact-5

ment of this Act, the Under Secretary for Management 6

of the Department of Homeland Security, in coordination 7

with the national risk management center of the Cyberse-8

curity and Infrastructure Security Agency of the Depart-9

ment, shall submit to the Committee on Homeland Secu-10

rity of the House of Representatives and the Committee 11

on Homeland Security and Governmental Affairs of the 12

Senate a report on cybersecurity threats posed by terrorist 13

actors and foreign state-owned entities to the information 14

technology and communications systems of Department of 15
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Homeland Security, including information relating to the 1

following: 2

(1) The use of foreign state-owned entities’ in-3

formation and communications technology by the 4

Department of Homeland Security, listed by compo-5

nent. 6

(2) The threats, in consultation with the De-7

partment’s Office of Intelligence and Analysis, of 8

foreign state-owned entities’ information and com-9

munications technology equipment that could impact 10

the Department. 11

◊ 
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AMENDMENT TO H.R. 3413 

OFFERED BY MS. TORRES SMALL OF NEW 

MEXICO 

Insert after section 4 the following: 

SEC. 5. ACQUISITION AUTHORITIES FOR UNDER SEC-1

RETARY OF STRATEGY, POLICY, AND PLANS. 2

Subsection (c) of section 709 of the Homeland Secu-3

rity Act of 2002 (6 U.S.C. 349) is amended by— 4

(1) redesignating paragraphs (4) through (7) as 5

(5) through (8), respectively; and 6

(2) inserting after paragraph (3) the following 7

new paragraph: 8

‘‘(4) ensure acquisition programs (as such term 9

is defined in section 711) support the DHS Quad-10

rennial Homeland Security Review Report, the DHS 11

Strategic Plan, the DHS Strategic Priorities, and 12

other appropriate successor documents;’’. 13

◊ 
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AMENDMENT TO H.R. 3670 

OFFERED BY MR. THOMPSON OF MISSISSIPPI 

Page 2, line 10, strike ‘‘the Commissioner’’ and in-

sert ‘‘U.S. Customs and Border Protection’’. 

Add at the end the following: 

SEC. 3. AUDIT AND INSPECTIONS OF DETENTION FACILI-1

TIES. 2

(a) OIG AND GAO.—The Inspector General of the 3

Department of Homeland Security and the Comptroller 4

General shall carry out regular audits and inspections, in-5

cluding unannounced audits and inspections, of processes 6

(including recordkeeping) utilized by U.S. Customs and 7

Border Protection to conduct intake and process individ-8

uals apprehended by U.S. Customs and Border Protection. 9

The Inspector General and Comptroller General shall, to 10

the extent possible, share information and coordinate to 11

ensure that Congress is provided timely audit and inspec-12

tion information. 13

(b) CONGRESSIONAL ACCESS.—The Commissioner of 14

U.S. Customs and Border Protection may not— 15

(1) prevent a Member of Congress or an em-16

ployee of the United States House of Representa-17
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tives or the United States Senate designated by such 1

a Member for the purposes of this section from en-2

tering, for the purpose of conducting oversight, any 3

such facility: and 4

(2) make any temporary modification at any 5

such facility that in any way alters what is observed 6

by a visiting member of Congress or such designated 7

employee, compared to what would be observed in 8

the absence of such modification. 9

(c) PHOTOGRAPHS.—The Inspector General of the 10

Department of Homeland Security, Comptroller General, 11

a Member of Congress, or an employee of the United 12

States House of Representatives or United States Senate 13

shall be authorized to take photographs or video or audio 14

recordings of conditions in a facility but may not publish 15

photographs or video or audio recordings with personally 16

identifiable information without permission. 17

◊ 
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AMENDMENT TO H.R. 3699ll

OFFERED BY MRS. LESKO OF ARIZONA

Page 4, line 14, insert before the period the fol-

lowing: ‘‘, consistent with the National Institute of 

Standards and Technology Framework for Improvement 

of Critical Infrastructure Cybersecurity and any update 

to such guidelines pursuant to section 2(c)(15) of the Na-

tional Institute for Standards and Technology Act (15 

U.S.C. 272(c)(15))’’

Page 4, line 14, insert ‘‘voluntary’’ after ‘‘Con-

ducting’’.

Page 5, line 6, insert ‘‘policies,’’ after ‘‘security’’.

Page 5, strike lines 9 through 15 and insert the fol-

lowing:

(5) Carrying out a program through which the1

Administrator identifies and ranks the relative risk 2

of pipelines and inspects pipeline facilities des-3

ignated by owners and operators of such facilities as 4

critical based on the guidelines developed pursuant 5

to paragraph (1).6
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Page 5, line 23, insert after ‘‘expertise.’’ the fol-

lowing: ‘‘Personnel detailed from the Cybersecurity and 

Infrastructure Security Agency may be considered as ful-

filling the cybersecurity expertise requirements in re-

ferred to in subsection (c).’’.

Page 7, line 10, strike ‘‘additional’’.

Add at the end the following:

SEC. 6. STAKEHOLDER ENGAGEMENT. 1

Not later than one year after the date of the enact-2

ment of this Act, the Administrator of the Transportation 3

Security Administration shall convene not less than two 4

industry days to engage with relevant pipeline transpor-5

tation and pipeline facilities stakeholders on matters re-6

lated to the security of pipeline transportation and pipeline 7

facilities (as such terms are defined in section 60101 of 8

title 49, United States Code). 9

◊
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 [Discussion Draft] 
  
 [Discussion Draft] 
  
  
 
  
  
 116th CONGRESS  1st Session 
 Amendment to H.R. __ 
  
 Offered by  Mrs. Lesko of Arizona 
  
 
 
    
  Page 4, line 14, insert before the period the following:  , consistent with the National Institute of Standards and Technology Framework for Improvement of Critical Infrastructure Cybersecurity and any update to such guidelines pursuant to section 2(c)(15) of the National Institute for Standards and Technology Act (15 U.S.C. 272(c)(15))  
  Page 4, line 14, insert  voluntary after  Conducting.   
  Page 5, line 6, insert  policies, after  security.   
  Page 5, strike lines 9 through 15 and insert the following: 
  
  (5) Carrying out a program through which the Administrator identifies and ranks the relative risk of pipelines and inspects pipeline facilities designated by owners and operators of such facilities as critical based on the guidelines developed pursuant to paragraph (1). 
  
  Page 5, line 23, insert after  expertise. the following:  Personnel detailed from the Cybersecurity and Infrastructure Security Agency may be considered as fulfilling the cybersecurity expertise requirements in referred to in subsection (c)..  
  Page 7, line 10, strike  additional.   
  Add at the end the following: 
  
  6. Stakeholder engagement Not later than one year after the date of the enactment of this Act, the Administrator of the Transportation Security Administration shall convene not less than two industry days to engage with relevant pipeline transportation and pipeline facilities stakeholders on matters related to the security of pipeline transportation and pipeline facilities (as such terms are defined in section 60101 of title 49, United States Code). 
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 116th CONGRESS  1st Session 
 Amendment to H.R. 3413 
  
 Offered by  Ms. Torres Small of New Mexico 
  
 
 
    
  Insert after section 4 the following:
 
  5. Acquisition authorities for Under Secretary of Strategy, Policy, and Plans Subsection (c) of section 709 of the Homeland Security Act of 2002 (6 U.S.C. 349) is amended by—
  (1) redesignating paragraphs (4) through (7) as (5) through (8), respectively; and
  (2) inserting after paragraph (3) the following new paragraph:
 
  (4) ensure acquisition programs (as such term is defined in section 711) support the DHS Quadrennial Homeland Security Review Report, the DHS Strategic Plan, the DHS Strategic Priorities, and other appropriate successor documents; .
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 [Discussion Draft] 
  
 [Discussion Draft] 
  
  
 
  
  
 116th CONGRESS  1st Session 
 Amendment to H.R. 3318 
  
 Offered by  Mr. Correa of California 
  
 
 
    
  In section 2, insert after subsection (a) the following:
 
  (b) Membership The task force established under subsection (a) shall be comprised of employees of the Department of Homeland Security who, in carrying out the analysis required under such subsection, shall consult with the Director of National Intelligence and the intelligence community and the heads of Federal agencies, as determined appropriate by the Administrator.
  (c) Deadline Not later than 270 days after the Administrator establishes the task force under subsection (a), the task force shall submit to the Administrator the analysis required under such subsection.
 
  Page 3, line 3, insert  , including attacks against Transportation Security Administration employees and other security personnel after  systems.  
  Page 3, line 4, strike  Inconsistent and insert  Foreign actors seeking to exploit vulnerabilities posed by the inconsistent.  
  Page 4, line 20, insert  , timeliness, after  quality.  
  In section 2, add at the end the following:
 
  (h) Non-applicability of FACA and PRA The Federal Advisory Committee Act (5 U.S.C. App.) and the Paperwork Reduction Act (44 U.S.C. 3501 et seq.) shall not apply to the task force established under subsection (a).
 


  
   G:\M\16\JACKSO\JACKSO_524.XML XXXXXXXXXX XXXXXXXXXX 7/16/2019 17:44 XXXXXXXXXX 07/16/2019 17:41  XXXXXXXXXXXXXXXXXXXXXXXXXXXXX XXXXXXXXXXXXXXXXXXX XXXXXXXXXX   740667|1  
  
 [Discussion Draft] 
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 116th CONGRESS  1st Session 
 Amendment to H.R. 3318 
  
 Offered by  Ms. Jackson Lee of Texas 
  
 
 
    
  Add at the end the following:
 
  3. Comptroller General study
  (a) In general Not later than one year after the date of the enactment of this Act, the Comptroller General of the United States shall conduct a review of the feasibility, risks, costs, and potential threat mitigation benefits of the Transportation Security Administration deploying the agency’s passenger and property screening assets to conduct screening in areas or facilities prior to passenger arrival at airport terminals.
  (b) Stakeholder engagement In conducting the review required under subsection (a), the Comptroller General of the United States shall consult with the Transportation Security Administration, airport operators, air carriers, businesses that operate in airports, labor groups representing the Transportation Security Administration and transportation sector personnel, and other stakeholders.
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 116th CONGRESS  1st Session 
 Amendment to H.R. 3320 
  
 Offered by  Ms. Jackson Lee of Texas 
  
 
 
    
  Page 3, line 2, insert  including the national risk management center at the Cybersecurity and Infrastructure Security Agency, after  tity.  
  Add at the end the following:
 
  3. Report on threats posed by foreign state-owned entities to DHS information technology and communications systems Not later than 180 days after the date of the enactment of this Act, the Under Secretary for Management of the Department of Homeland Security, in coordination with the national risk management center of the Cybersecurity and Infrastructure Security Agency of the Department, shall submit to the Committee on Homeland Security of the House of Representatives and the Committee on Homeland Security and Governmental Affairs of the Senate a report on cybersecurity threats posed by terrorist actors and foreign state-owned entities to the information technology and communications systems of Department of Homeland Security, including information relating to the following:
  (1) The use of foreign state-owned entities’ information and communications technology by the Department of Homeland Security, listed by component.
  (2) The threats, in consultation with the Department’s Office of Intelligence and Analysis, of foreign state-owned entities’ information and communications technology equipment that could impact the Department.
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 116th CONGRESS  1st Session 
 Amendment to H.R. 3670 
  
 Offered by  Mr. Thompson of Mississippi 
  
 
 
    
  Page 2, line 10, strike  the Commissioner and insert  U.S. Customs and Border Protection.   
  Add at the end the following: 
  
  3. Audit and inspections of detention facilities 
  (a) OIG and GAO The Inspector General of the Department of Homeland Security and the Comptroller General shall carry out regular audits and inspections, including unannounced audits and inspections, of processes (including recordkeeping) utilized by U.S. Customs and Border Protection to conduct intake and process individuals apprehended by U.S. Customs and Border Protection. The Inspector General and Comptroller General shall, to the extent possible, share information and coordinate to ensure that Congress is provided timely audit and inspection information. 
  (b) Congressional access The Commissioner of U.S. Customs and Border Protection may not— 
  (1) prevent a Member of Congress or an employee of the United States House of Representatives or the United States Senate designated by such a Member for the purposes of this section from entering, for the purpose of conducting oversight, any such facility: and 
  (2) make any temporary modification at any such facility that in any way alters what is observed by a visiting member of Congress or such designated employee, compared to what would be observed in the absence of such modification. 
  (c) Photographs The Inspector General of the Department of Homeland Security, Comptroller General, a Member of Congress, or an employee of the United States House of Representatives or United States Senate shall be authorized to take photographs or video or audio recordings of conditions in a facility but may not publish photographs or video or audio recordings with personally identifiable information without permission. 
 

