
Committee Print 

(Providing for reconciliation pursuant to S. Con. Res. 14, the 
Concurrent Resolution on the Budget for Fiscal Year 2022) 

TITLE V—COMMITTEE ON 1

HOMELAND SECURITY 2

SEC. 50001. CYBERSECURITY AND INFRASTRUCTURE SECU-3

RITY AGENCY. 4

In addition to amounts otherwise made available, 5

there is appropriated for fiscal year 2022, out of any 6

money in the Treasury not otherwise appropriated, to re-7

main available until September 30, 2024— 8

(1) $50,000,000 to the Cybersecurity and In-9

frastructure Agency for support of the Multi-State 10

Information Sharing and Analysis Center; 11

(2) $25,000,000 to the Cybersecurity and In-12

frastructure Security Agency for the execution of a 13

national multi-factor authentication campaign; 14

(3) $400,000,000 to the Cybersecurity and In-15

frastructure Security Agency for the implementation 16

of Executive Order 14028 (86 Fed. Reg. 26633; re-17

lating to improving the cybersecurity of the United 18

States), including the implementation of multi-factor 19
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authentication, endpoint detection and response, im-1

proved logging, and securing cloud systems at Fed-2

eral agencies; 3

(4) $50,000,000 to the Cybersecurity and In-4

frastructure Security Agency for expansion and op-5

eration of the Crossfeed program; 6

(5) $10,000,000 to the Cybersecurity and In-7

frastructure Security Agency for performing activi-8

ties in support of the development of the continuity 9

of the economy plan required under section 9603(a) 10

of title XCVI of the William M. (Mac) Thornberry 11

National Defense Authorization Act for Fiscal Year 12

2021 (Public Law 116–283; 6 U.S.C. 322); 13

(6) $20,000,000 to the Cybersecurity and In-14

frastructure Security Agency for expanding pro-15

grams working with international partners on the 16

protection of critical infrastructure; and 17

(7) $100,000,000 to the Cybersecurity and In-18

frastructure Security Agency for cybersecurity work-19

force development and education, including providing 20

education, training, and capacity development to the 21

Federal workforce and to the Cybersecurity Edu-22

cation and Training Program. 23
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 [Discussion Draft] 
    
 (Original Signature of Member) 
 Committee Print 
  
 (Providing for reconciliation pursuant to S. Con. Res. 14, the Concurrent Resolution on the Budget for Fiscal Year 2022) 
 
  
 I 
 117th CONGRESS  1st Session 
 H. R. __ 
 IN THE HOUSE OF REPRESENTATIVES 
  
  
 M_. ______ introduced the following bill; which was referred to the Committee on ______________ 
 
 A BILL 
 To  
 
  
  V Committee on Homeland Security 
  50001. Cybersecurity and Infrastructure Security Agency In addition to amounts otherwise made available, there is appropriated for fiscal year 2022, out of any money in the Treasury not otherwise appropriated, to remain available until September 30, 2024— 
  (1) $50,000,000 to the Cybersecurity and Infrastructure Agency for support of the Multi-State Information Sharing and Analysis Center; 
  (2) $25,000,000 to the Cybersecurity and Infrastructure Security Agency for the execution of a national multi-factor authentication campaign; 
  (3) $400,000,000 to the Cybersecurity and Infrastructure Security Agency for the implementation of Executive Order 14028 (86 Fed. Reg. 26633; relating to improving the cybersecurity of the United States), including the implementation of multi-factor authentication, endpoint detection and response, improved logging, and securing cloud systems at Federal agencies; 
  (4) $50,000,000 to the Cybersecurity and Infrastructure Security Agency for expansion and operation of the Crossfeed program; 
  (5) $10,000,000 to the Cybersecurity and Infrastructure Security Agency for performing activities in support of the development of the continuity of the economy plan required under section 9603(a) of title XCVI of the William M. (Mac) Thornberry National Defense Authorization Act for Fiscal Year 2021 (Public Law 116–283; 6 U.S.C. 322); 
  (6) $20,000,000 to the Cybersecurity and Infrastructure Security Agency for expanding programs working with international partners on the protection of critical infrastructure; and 
  (7) $100,000,000 to the Cybersecurity and Infrastructure Security Agency for cybersecurity workforce development and education, including providing education, training, and capacity development to the Federal workforce and to the Cybersecurity Education and Training Program. 
 


